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Ammper Power, LLC 
Emergency Operations Plan 

Executive Summary 

Executive Summary: 
As a registered Retail Electric Provider (REP), Ammper Power, LLC ("Ammper") is required to develop, 
maintain, and utilize (when necessary) an Emergency Operations Plan (EOP), pursuant to the requirements 
set forth in the PUCT Rule § 25.53. Ammper has developed this plan to comply with the PUCT Rule, the 
applicable NERC Reliability Standards, as well as ensure a greater likelihood of continued operations during 
an emergency. Beginning in 2023, this plan must be updated annually by March 15 as required by Section 
25.53(c)(3). Atall times, the most recent approved copy of the Ammper Power Emergency Operations Plan 
must be available at the Ammper's main office for PUCT inspection. 

For Ammper, the PUCT has ordered the following information be included and/or addressed in the 
Emergency Operations Plan: 

• Approval and Implementation Section [25.53(d)(1)] (Page 3 of EOP) 
• A Communication Plan [25.53(d)(2)] (Page 3 of EOP) 
• A Plan for Maintenance of Pre-identified Supplies for Emergency Response [25.53(d)(3)] (Page 8 

of EOP) 
• A Plan that Addresses Staffing during Emergency Response -25.53(d)(4) (Page 6 of EOP) 
• A Plan that Addresses how the REP Identifies Weather-Related Hazards, including Tornadoes, 

Hurricanes, Extreme Cold Weather, Extreme Hot Weather, Drought, and Flooding and the Process 
Used to Activate the EOP [25.53(d)(5)] (Pages 8-9 of EOP) 

• List of primary and, if possible, backup emergency contacts [25.53(c)(4)(B)] (Page 9 of EOP) 
• A Record of Distribution [25.53(c)(4)(A)] (Page 9 of EOP) 
• Affidavit statingthe following [25.53(c)(4)(CHi-vi)] (Pages 7-10 of EOP) 

o Relevantoperatingpersonnelare familiarwithandhave receivedtrainingontheapplicable 
contents and execution of the EOP, and such personnel are instructed to follow the 
applicable portions of the EOP except to the extent deviations are appropriate as a result 
of specificcircumstancesduringthe course of an emergency [25.53(c)(4)(C)(i)]; 

o The EOP has been reviewed and approved by the appropriate executives 
[25.53(c)(4)(C)(ii)]; 

o Drills have been conducted to the extent required by subsection (f) of the rule 
[25.53(c)(4)(C)(iii)]; 

o The EOP or an appropriate summary has been distributed to local jurisdictions as needed 
[25.53(c)(4)(C)(iv)]; 

o The entity maintains a business continuity plan that addresses returning to normal 
operations afterdisruptions caused byan incident [25.53(c)(4)(C)(v)]; and 

o The entity's emergency management personnel who are designated to interact with local, 
state, and federal emergency management officials during emergency events have 
received the latest IS-100, IS-200, IS-700, and IS-800 National Incident Management 
System training [25.53(c)(4)(C)Mi] 

• Annexes to be included in the EOP - A Retail Electric Provider (REP) must include: 
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o A pandemicand epidemicannex [25.53(e)(3)(A)]; 
• Annex F 

o A hurricane annexthat includesevacuation and re-entry procedures if facilitiesare located 
within a hurricane evacuation zone, as defined by TDEM [25.53(e)(3)(B)]; 

• Annex L 
o A cyber securityannex [25.53(e)(3)(C)]; 

• Annex-AP-EOP-001 Cyber Security 
o A physical security incidentannex [25.53(e)(3)(D)]; and 

• Annex-AP-EOP-001 Physical Security Plan 
o Any additional annexes as needed or appropriate to the entity's particular circumstances 

• Drills [25.53(f)] 
o Annex B 

As a registered REP, it is Ammper's intent to fully comply with all requirements of the Public Utility 
Commission of Texas. 

Record of Distribution: 

Title Name Date of Access to Date of Training 
Training 

VP & General Manager 

Operations Manager jr. 

Operations Deputy 
Director 
Integral Management 
System Manager 

IT Director 

Operations Director 

Juan Ignacio Romo 
Garcia 
Angel Gustavo Cedillo 
Jim@nez 
Erick Omar Morales 
Dominguez 
Andr@s Jesds Sjnchez 
Rodriguez 
Ndstor Francisco Flores 
Mendoza 
Sergio Luna Quiroz 

09/26/2022 10/03/2022 

09/26/2022 10/03/2022 

09/26/2022 10/03/2022 

09/26/2022 10/03/2022 

09/26/2022 10/03/2022 

09/26/2022 10/03/2022 
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Emergency Operations Plan 
Ammper Power, LLC 

Version 1.0 
Effective Date: October 1, 2022 

This Emergency Operations Plan (AP-EOP-001) is developed to comply with PUCT Rule 25.53 
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Approval and Implementation [25.53(d)(1)(A)] 
Introduction: 
• This EOP is developed to help ensure Ammper Power, LLC's ("Ammper") (REP Certificate 

No. 10310) continued operations, as a Retail Electric Provider ("REP"), in the event of 
emergency conditions, including, but not limited to pandemic(s) or severe weather. This 
plan includes the necessary elements, pursuant to PUCT Rule § 25.53. 

The following individuals are responsible for maintaining the EOP and have the authority to 
change the EOP pursuant to § 25.107(d)(1)(B). 

Name Title Date 
Juan I. Romo VP & General Manager 07/05/2022 
Gustavo Cedillo Assistant Manager, Operations 07/05/2022 

• The revision control summary below lists the dates of each change made to the EOP since 
the initial EOP filing pursuant to paragraph (1) of this subsection [25.53(d)(12)(C)]. 

Version Approval Date Effective Date 

1.0 10/01/2022 10/01/2022 

Revision Summary 
Initial Emergency 
Operations Plan 

EOP 1.0 was effective as of 10/01/2022. EOP Version 1.0 was approved on 10/01/2022 and 
supersedes all previous EOPs. 

Communication Plan [25.43(d)(2)] 
An entity that is a registered REP must describe the procedures during an emergency for 
communicating with: 

• Public 
o Customer Communications 

• Customer communication procedures during an emergency will be 
overseen by Ammper's Vice President & General Manager, Juan I. Romo. 
Prior to an impending emergency and through the method authorized in 
customer contracts, Ammper will proactively contact customers who are 
on variable rate or indexed rate plansthat could be financially impacted by 
the emergency, such as in the case of extreme hot or cold weather that 
will be reasonably expected to increase demand. Ammper will advise 
customers of the potential impact to customers' bills and encourage 
curtailment of usage as appropriate to minimize charges. During an 
emergency, Ammper will abide by the same methods of customer 
communication contemplated by customer contracts. If an alternate 
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method of emergencycommunication is established duringan emergency, 
Ammper will contact customers via email. Ammper will proactively contact 
customers to set expectations for billing of charges incurred during the 
weather event, including any allowance for delayed payment. 

o Ammper will communicate status of the EOP, when in use, to the Office of Public 
Utility Counsel ("OPUC") (see communication table) 

• Media outlets 
o Ammper has identified a communication structure (press 

relations/spokesperson, internal and external communications) for responding 
to a local orglobal crisis. In a crisis Ammper will control the communication with 
the media, with onlythe appointed spokesperson, who has been trained forthis 
purpose, and is authorized to speak to journalists. 

• PUCT 
o Ammper will communicate status of the EOP, when in use 

communication table) 
, to the PUCT (see 

• ERCOT 
o Ammper will communicate status of the EOP, when in use 

communication table) 
, to ERCOT (see 

• Public 
o Communication with the public during an emergency will be overseen by Ammper's 

Vice President & General Manager, Juan I. Romo, or his designee. Ammper will 
proactively communicate with the public as appropriate by strategically selecting the 
best medium for communication under particular circumstances, i.e., website 
postings, social media, and radio and television media, etc. 

• Procedures for Handling Complaints during an Emergency 
o All customers will be provided and instructed to call a 24/7 hotline (855)-255-8609 

to report any complaints. Customers will be able to leave a detailed voice 
message, which will be returned within 24 hours. The hotline will also be posted 
prominently on Ammper's website and social media accounts. 
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Ammper Power Emergency Operations Contact List 
41~ I w *-] @Iill#Ifl~-i•~:, I l~L[£*1<IJ-,LIJ!:lM I-M hl• i.l[§ 4-It£-f-:~ " 

NAME ENTITY i PHONE NUMBER EMAIL 

OPUC 
PUCT 

OPUC 
PUCT 
PUCT Infrastructure Staff 
ERCOT (Client Services 

-Rep) ERCOT 
Ammper Power Ammper 
Management Power 

Ammper Power Internal Emergency Operations Contact List 
-I~TERNAL AM¥PER POWEREMERGENCY OPEftATIONS CONTA-CT LJS·[~ 

NAME ENTITY ~ PHONE NUMBER ~ EMAIL 
Ammper j 

ERCOT Operations Desk Power 
Ammper 

Customer Care Power -I Ammper 
__Legal Power 
Ammper Power Ammper 
Management Power 
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Definitions and Acronyms 
~EFINITION~ 

Annex 

Drill 

A section of an emergency operations plan that addresses 
how an entity plans to respond in an emergency involving a 
specified type of hazard or threat. 
An operations-based exercise that is a coordinated, 
supervised activity employed to test an entity's EOP or a 
portion of an entity's EOP. A drill may be used to develop or 
test new policies or procedures or to practice and maintain 
current skills. 

Electric Reliability Council of 
Texas 

Emergency 

Entity 

Hazard 

Public Utility Commission of 
Texas 

Qualified Scheduling Entitv 

Retail Electric Provider 

State Operations Center 

Texas Department of Energy 
Management 

Threat 

ERCOT 

PUCT 

QSE 

REP 

SOC 

TDEM 

Independent System Operator for approximately 90% of the 
state of Texas. 
A situation in which the known, potential consequences of a 
hazard or threat are sufficiently imminent and severe that an 
entity should take prompt action to prepare for and reduce 
the impact of harm that may result from the hazard or threat. 
The term includes an emergency declared by local, state, or 
federal government, or ERCOT or another reliability 
coordinator designated by the North American Electric 
Reliability Corporation and that is applicable to the entity. 
An electric utility, transmission and distribution utility, PGC, 
municipally owned utility, electric cooperative, REP, or ERCOT. 
A natural, technological, or human-caused condition that is 
potentially dangerous or harmful to life, information, 
operations, the environment, or property, including a 
condition that is potentially harmful to the continuity of 
electric service. 
The PUCT is the regulatory body for energy entities in the 
state of Texas. 
Submit bids and offers on behalf of resource entities (REs) or 
load serving entities (LSEs) such as retail electric providers 
(REPs). 
A Retail Electric Provider (REP) sells electric energy to retail 
customers in the areas of Texas where the sale of electricity is 
open to retail competition. A REP buys wholesale electricity, 
delivery service, and related services, prices electricity for 
customers, and seeks customers to buy electricity at retail. 
The SOC is operated by TDEM on a 24/7 basis and serves as 
the state warning point. 
coordinates the state emergency management program, 
which is intended to ensure the state and its local 
governments respond to and recover from emergencies and 
disasters and implement plans and programs to help prevent 
or lessen the impact of emergencies and disasters_L_ 
The intention and capability of an individual or organization to 
harm life, information, operations, the environment, or 
property, including harm to the continuity of electric service. 
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Executive Summary 
As a registered REP, Ammper is required to develop, maintain, and utilize (when necessary) an 
Emergency Operations Plan pursuant to the requirements set forth in the PUCT Rule § 25.53. 
Ammper has developed this plan to comply with the PUCT Rule and, if required, any applicable 
NERC Reliability Standards, as well as ensure a greater likelihood of continued operations during 
an emergency. Beginning in 2023, this plan must be updated annually by March 15 as required 
by § 25.53(c)(3). At all times, the most recent approved copy of the Emergency Operations Plan 
must be available at Ammper Power's main office for PUCT inspection. 

For a REP like Ammper the PUCT has ordered the following information be included and/or 
addressed in the Emergency Operations Plan: 

Staffing During Emergency Response 
A plan that addresses staffing during emergency response. Ammper Power has identified 
appropriate staff and staffing levels to respond to emergency conditions in accordance with 
Annex C, including, but not limited to severe weather events, physical threats or physical damage, 
and cyber security events. 

Additionally, those identified in Annex C are the operational and management staff that will 
remain on call or on stand-by for the duration of the emergency. This list may be dynamic and 
will be subject to change should conditions warrant it. 

~Evidence - Annex C should be completed to reflect a staffing plan for emergency events~ 
~ Secondary evidence would consist of dated emails or documented evidence that staff ~ 

was notified and understood their expectations during this event. 

A hurricane annex that includes evacuation and re-entry procedures if facilities are 
located within a hurricane evacuation zone, as defined by TDEM; 

In the event of a hurricane, the first priority is alwaysthe health and safety of Ammper personnel. 
Ammper's hurricane response process is listed below: 

• Ensure all Ammper personnel and any potentially affected public personnel are not in 
danger. 

• By using the evacuation routes in the link below, Ammper personnel must evacuate at a 
time recommended by local authorities. 

• Ammper's facilities should be hardened, to the extent possible, against lasting damage 
from a hurricane. Some of these hardening details are listed below: 

o Ensure any loose material or equipment is secured, as applicable. 
o Ensure proper draining channels exist and are functional, as applicable. 
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Ammper Power facilities in Region 1, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Ammper Power facilities in Region 2, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Ammper Power facilities in Region 3, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Ammper Power facilities in Region 4, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Ammper Power facilities in Region 5, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Ammper Power facilities in Region 6, as specified by TDEM, shall use the hurricane evacuation 
routes published by the Texas Department of Transportation. 

Checklist(s) for Ammper Power personnel to address emergency events 

Ammper shall use the checklist in Annex C to identify which personnel shall address events that 
arise during the emergency. 

~'Evidence - Complete Annex C and document any actions taken to address anyY 
Lvulnerabilities found and addressed while completing the checklist.-

Plan to Maintain Pre-Identified Supplies for Emergency Response 

Ammper recognizes that in the event of an emergency, certain supplies are crucial to 
maintain its operational functions. To ensure Ammper's operations can continue during an 
emergency, Ammper has established the following plan to ensure pre-identified supplies 
are available: 

Annually, Ammper will audit its office(s) to ensure that the pre-identified supplies below 
are available and functioning. If any necessary supplies are missing or not properly 
functioning, Ammper will immediately replace the supplies as necessary. Ammper will 
begin its supply audits by April 1 of 2023. 
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• Laptops, laptop chargers, backup batteries, wireless internet hotspots, first-aid kits, 
emergency non-perishable food supplies, bottled water, emergency blankets. 

Plan to address how Ammper identifies weather-related hazards: 

Ammper has established the following plan for identifying the following weather-related 
hazards that will trigger activation of the EOP: Ammper has subscribed to weather alerts 
and emergency alerts to identify when severe weather-related hazards are forecast or 
occurring. These severe weather-related hazards include tornados, hurricanes, extreme 
hot weather, extreme cold weather, droughts, and floods. The EOP will be activated in 
response to any of the aforementioned weather events at the discretion of Ammper and 
anyemergency response personnel. 

Affidavit from an owner, partner, officer, manager, or other official with responsibility for 
Ammper Powefs operations affirming that all relevant Ammper Power operating 
personnel are familiar with the contents of the emergency operations plan; and such 
personnel are committed to following the plan except to the extent deviations are 
appropriate under the circumstances during the course of an emergency. 

Completed, executed, and notarized Annex A. 

PUC Filing Requirements 
Ammper Power must file an emergency operations plan (EC)P) and executive summary pursuant 
with the PUCT submission and reporting requirements. 

• An entity must file with the commission: 
o an executive summary that: 

. describes the contents and policies contained in the EOP; 

. includes a reference to specific sections and page numbers of the 
entity's EOP that correspond with the requirements of this rule; 

. includes the record of distribution required under paragraph (4)(A) of 
this subsection; and 

. contains the affidavit required under paragraph (4)(C) of this 
subsection; and 

o a complete copy of the EOP with all confidential portions removed. 
• For an entity with operations within the ERCOT region, the entity must submit its 

unredacted EOP in its entirety to ERCOT. 
• In accordance with the deadlines prescribed by paragraphs (1) and (3) of this 

subsection, an entity must file with the commission the following documents: 
o A record of distribution that contains the following information in table 

format: 
~ titles and namesof persons intheentity'sorganization receivingaccess 

to and training on the EOP; and 
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~ dates of access to or training on the EOP, as appropriate. 

o A list of primary and, if possible, backup emergency contacts for the entity, 
including identification of specific individuals who can immediately address 
urgent requests and questions from the commission during an emergency. 

o An affidavit from the entity's highest-ranking representative, official, or officer 
with binding authority over the entity affirming the following: 

. relevant operating personnel are familiar with and have received 
training on the applicable contents and execution of the EOP, and such 
personnel are instructed to follow the applicable portions of the EOP 
except to the extent deviations are appropriate as a result of specific 
circumstances during the course of an emergency; 

' the EOP has been reviewed and approved by the appropriate 
executives; 

~ drills have been conducted to the extent required by subsection (f) of 
this section; 

' the EOP or an appropriate summary has been distributed to local 
jurisdictions as needed; 

. the entity maintains a business continuity plan for responding to 
epidemics or pandemics, addressing return-to-normal operations after 
disruptions caused by the event; and 

' the entity's emergency management personnel who are designated to 
interact with local, state, and federal emergency management officials 
during emergency events have received appropriate training. 

Annual Review 
An entity must continuously maintain its EOP. Beginning in 2023, an entity must annually update 
information included in its EOP no Iaterthan March 15 underthe following circumstances: 

• An entitythat in the previous calendar year made a change to its EOP that materially 
affects how the entity would respond to an emergency must: 

o file with the commission an executive summary that: 
. describes the changes to the contents or policies contained in the EOP; 
. includes an updated reference to specific sections and page numbers 

of the entity's EOP that correspond with the requirements of this rule; 
. includes the record of distribution required under paragraph (4)(A) of 

this subsection; and 
. contains the affidavit required under paragraph (4)(C) of this section; 

o file with the commission a complete, revised copy of the EOP with all 
confidential portions removed; and 

o submit to ERCOT its revised unredacted EOP in its entirety if the entity 
operates within the ERCOT power region. 

• An entity that in the previous calendar year did not make a change to its EOP that 
materially affects how the entity would respond to an emergency must file with the 
commission: 
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o a pleading that documents any changes to the list of emergency contacts as 
provided under paragraph (4)(B) of this subsection; 

o an attestation from the entity's highest-ranking representative, official, or 
officer with binding authority over the entity stating the entity did not make a 
change to its EOP that materially affects how the entity would respond to an 
emergency; and 

o the affidavit described under paragraph (4)(C) of this subsection. 

Annual Drill 
An entity must conduct or participate in at least one drill each calendar year to test its EOP. 
Following an annual drill, the entity must assess the effectiveness of its emergency response and 
revise its EOP as needed. If the entity operates in a hurricane evacuation zone as defined by 
TDEM, at least one of the annual drills must include a test of its hurricane annex. An entity 
conducting an annual drill must, at least 30 days prior to the date of at least one drill each 
calendar year, notify commission staff, using the method and form prescribed by commission 
staff on the commission's website, and the appropriate TDEM District Coordinators, by email or 
other written form, of the date, time, and location of the drill. An entity that has activated its EOP 
in response to an emergency is not required, under this subsection, to conduct or participate in 
a drill in the calendar year in which the EOP was activated. 

By applying the Emergency Operations Drill Instructions and completing Annex B, Ammper's 
Emergency Operations Plan shall be tested each year, no later than December lst, and includes 
a review section, to identify and correct any vulnerabilities in the Emergency Operations Plan. 
Ammper's Emergency Operations Drill Procedure has a section dedicated to any applicable 
facility that is located within a defined hurricane evacuation zone. 

~vidence - Emergency Operations Drill documentation, instructions, Annex B 
Lttendance/participation records with dates and names. -

As a registered REP, Ammper shall provide ERCOT with any updated versions of their EOP by June 
lfor any updates made between November 1 and April 30, and by December 1 for any updates 
made between May 1 through October 31 . Ammper shall submit all updated plans electronically . 
Annex I is the attestation ERCOT requires for notification, along with the EOP. 

Evidence - Electronic copy or screenshot of successful submittal to ERCOT (Annex landl 
complete plan, should there be any updates). 
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A cyber security annex; 
• The Ammper Power Cyber Security Incident Response Policy (Annex J) contains this 

information. 

A physical security incident annex; 
This section contains reporting for physical threats to any Ammper facility, as well as 
actual damage to or destruction of any Ammper facility. 
Please see Annex G - Ammper Power Physical Security Plan (CIP-003) 

A pandemic and epidemic annex; 
Ammper's existing pandemic/epidemic plan for business continuity is listed in Annex F. 
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ATTACHMENT B - EMERGENCY OPERATIONS DRILL 
Section 2.2.1 

ACTION 
NAME TASK COMPLETE 

~ITEM -
All 

DATE NOTES J 

. 

CA1 
CA2 

.,1.":A':,1..,1*.i,~1.'.M,1"1.1.~.,1.1".=~ - . =l 3: 1 
7. 
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ATTACHMENT C- EMERGENCY STAFFING SCHEDULE 
Section 2.1.1.6 

DATE | NAME LOCATION | CONTACT INFORMATION | DUTIES 
7557 Rambler Rd, Suite 550, Dallas, Email: jromo@ammper.com; 

10/1/2022 Juan I Romo 
TX 75231 Phone: 469-426-9895 
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Pandemic & Epidemic Business 
Continuity Plan 
Ammper Power, LLC 

Version 1.0 

Effective Date: 10/01/2022 
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EXECUTIVE SUMMARY 
Annex F - AP-EOP-001-Pandemic Response Plan 

Introduction: 

After evaluating recent responses to pandemics and epidemics, Ammper Power, LLC ("Ammper") has 
developed this Pandemic Response Plan (PRP) to address business continuity challenges presented by 
pandemics or epidemics. This PRP provides a framework, guidance, and details operations to support 
Ammper's efforts to continue and/or rapidly restore critical business functions in the event of a 
disruption to normal operations. This plan includes an overview of continuity operations, outlinesthe 
approach for supporting Ammper's critical business functions, and defines the roles and 
responsibilities of staff. It also outlines the orders of succession, notification procedures, 
communication methods, plan activation and deactivation protocols, provisions for alternate work 
locations, and the plan for maintaining and restoring access to vital records. 

This plan establishes procedures and processes to maintain operational continuity for businesses 
based on the loss of services due to a reduction in workforce (e.g., during pandemic Covid-19). 

The following individuals are responsible for maintaining, implementing, and revising the PRP. 

Ciili- =. =Mmgjlah 
Juan I. Romo VP & General Manager Approval 
Gustavo Cedillo Assistant Manager, Edits, updates, maintenance 

Operations 

• The revision control summary below lists the dates of each change made to the EOP since the 
initial EOP adoption. 

U] !,l 'J i•1't: I l Kc 1 Il --q Uis™Za!05? 
Initial Pandemic and 

1.0 09/26/2022 10/01/2022 Epidemic Response 
Plan 

As of 10/01/2022, EOP Version 1.0, approved on 10/01/2022, and supersedes all previous PRPs. 
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INTRODUCTION 
Overview: 

Continuity of Operations planning ensures Ammper is able to maintain or quickly resume performing 
critical business functions, which are the functions that support the organization's mission, comply with 
legal requirements, and support safety under all contemplated circumstances, to the extent possible. The 
benefit of this planning includes the ability to anticipate response actions following a pandemic or 
epidemic, improve the performance of its operations facilities, and ensure timely recovery. 

Plan Scope & Applicability: 

The Ammper PRP is applicable once the safety of employees, customers, and guests has been verified. It 
can be active during normal business hours and after hours, with and without warning. 

Plan Objectives: 

The objective of the Ammper PRP is to facilitate the resumption of critical operations and functions in a 
timely and organized manner to ensure a viable and stable organization. The primary objectives of the 
plan are to: 

• Maintain Critical Business Functions during the pandemic or epidemic 
• Adjust business functions to address staffing issues and safety 
• Ensure employees are able to safely perform work remotely, where applicable and appropriate 
• Protect vital records 

Plan Assumptions: 

The following assumptions were used while creating this plan: 
• An event has occurred that affects normal business operations. 
• Access to Ammper facilities may be limited. 
• Qualified personnel are available to continue operations. 

Epidemicand Pandemic Procedure 

Affected Employee 

1. Notify immediately to the Organizational Development Manager (ODM), Office Manager (OM), 
and/or Integrated Management System Manager (IMSM). 

2. Leave the facilities and seek medical attention or isolate if it is not possible to leave facilities. 

Control Room Operator 

1. Notify immediately the Control Room Head and OMD that a control room operator may have a 
contagious disease 

2. Get instructions on how to isolate and where to go. It may be necessary to go to the hospital or 
another place where is safe to isolate 
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3. Notify all employees, if possible, with whom the affected employee has had contact 
4. Prohibit any visitors to any contaminated area until it has been disinfected 

Plan Management 

1. Notify all employees who may be at risk of getting infected, e.g., those who had contact or shared 
equipment or areas with the affected employee. 

2. Provide frequent updates (as necessary), regarding the pandemic situation and events in 
company. 

3. Distribute information regarding ssymptoms, protective measures, and how to control and 
prevent the disease. 

4. Contact health authorities to determine whether it is an active case within the country or an 
isolated event. 

5. Implement communications, procedures, as necessary regarding how to prevent and detect the 
contagious disease and what to do. 

6. To all Staff: 
a. Minimize staff levels to only critical personnel necessary to maintain Ammper's 

operations 
b. Implement customized shiftarrangements (split shifts and/orsegregated work locations). 
c. Implement home office and remote operations and support as needed. 
d. Suspend in-person group meetings and use instead Microsoft Teams and other corporate 

communication mediums. 
e. Restrict use of common areas to the capacity recommended by health professionals, e.g., 

50% of total capacity to ensure sufficient social distance to avoid disease transmission. 
f. If recommended by health professionals, register symptoms of all visitors and employees 
g. Suspend all non-critical planned maintenance activities and drills. 
h. Purchase supplies in greater quantities to reduce supply runs, when applicable. 
i. Require contractors to utilize protocols to reduce disease transmission and share with 

them internal procedures if a visit to facilities or meetings are needed. 
j. Review access control to restricted areas to allow only the necessary persons. 
k. Reduce in-person authorizations and encourage written authorizations and permits e.g., 

by email or other electronic communication mediums). 
I. Place disinfection gel or spray and sanitization products in facilities and provide to 

personnel in shared areas 
m. Sanitize workplace and devices at start and end of each shift, mainly those who are 

shared. Use gloves for cleaning activities and any required Personal Protective Equipment 
("PPE"). 

n. Avoid sharing work tools and computer devices 
7. Isolation measures 

a. Avoid travel when it is not strictly necessary (travels must be informed to ODM). 
b. Lockdown control room entrance door. 
c. Visitors will not be allowed to enter operational control room(s). 
d. Consider alterative transportations methods to avoid crowded places and peak times. 
e. If needed, each person will bag their own trash and dispose exiting the facility. 

8. Supplies 
a. Double or triple inventory levels of mandatory PPE, e.g., masks, sanitizer, etc. 
b. Ensure enough supply of water and food. 
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c. Determine the need to purchase extra operational supplies (e.g.,Diesel). 
9. Communications 

a. All communications will be performed using methods to limit or avoid contact. 
b. All meetings must be remote, when possible, consider using Microsoft Teams, Zoom or 

cellphones 
10. External Resource Options 

Consider changes in: 
a. Accounting - process payables, spending limits, reporting periods and format 
b. Communication - internal/external communication, VPN 
c. Digital - Laptops, connectivity, information security. 
d. Human Resources - assist with staffing needs. 
e. Legal - Terms and conditions, guidelines 
f. Internal Control -physical entry control 

Mitigation plan 

Implement additional hygiene measures, consider isolation measures for internal employees, limit access 
to control rooms to only essential personnel, immediately report any sign of illness. 

Ammper's facilities and its restricted areas are controlled against unauthorized access as described below: 

Access Entry Control Necessary People Description 

Head Office Building Access Control 8 Directors Visitors must register at 
the front desk to get 
access to the 
organization's offices 

Data Center Building Access Control None Key card access control to 
+ authorized personnel 

Operation rooms 

Archive 

PPE warehouse 

Access Control System 
Building Access Control 4 Control Room 
+ Operators 
Access Control System 
Building Access Control None 
+ 

Access Control System 
Building Access Control None 
+ 

Key 

Key card access control to 
authorized personnel 

Key card access control to 
authorized personnel 

Key card access control to 
authorized personnel 

General Response plan 

1. Any employee that finds themself ill or notices someone with contagious symptoms, must 
notify the ODM of the event. 

2. The ODM must communicate immediately with appropriate human resource staff and if 
necessary and proper external personnel with whom the infected person had contact and 
notify local authorities if applicable. 
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3. Preventive measures and constant communication regarding the disease will be 

communicated to all staff by the ODM and other authorized persons. 
4. Once the facilities are under control and there are no potential threats, workers will be 

notified to return to normal operations. 

CRITICAL BUSINESS FUNCTIONS 
Overview: 

Critical business functions are those functions and critical activities that Ammper Power must maintain 
when there has been a disruption to normal operations, to sustainthe mission of the organization, comply 
with legal requirements and support safety. The following sample bullets should be used to define 
business practices and operations during such periods: 

• Function - Enterthe specific function that may need to be resumed. 
• Business Process to Complete - Write a high-level description of the function process. Include any 

specific forms or systems that may be needed. Supporting Activities 
• Supporting activities - Those tasks performed to achieve a critical business function and should 

be described. 
• Lead Point of Contact (POC) and Alternate - Identify and include contact information, if necessary, 

for staff POCs for each supporting activity. 
• Vendors and External Contacts - Identify and include contact information, if necessary, for vendor 

POCs for each supporting activity. 
• Vital Records - Vital Records are those records a business needs to sustain the mission of the 

organization and comply with legal requirements. Vital records must be stored in multiple places 
in multiple formats. The identification, protection, and ready availability of vital records needed 
to support essential functions are critical components of a successful PRP. 

• Maximum Allowed Downtime - Identify the amount of time your business could afford for the 
function to be down before it could cause irreparable harm. Consider using the following units: 

o Less than 24 hours 
o 1 day to 1 week 
o 1 to 2 weeks 
o 2 to 4 weeks 
o 30 days or greater 

• Criticality- Enter High, Medium, or Low depending on how criticalthe function istothe operations 
of your business. Following are some considerations to use when determining criticality: 

o What business objective/goal does this function support? 
o How often does this function occur? 
o How many business units (departments) or people perform this function? 
o Does the successful completion of this function depend on any other functions? 
o Are other functions dependent on this function for its successful completion? 
o Is there a potential for revenue loss if this function is not completed? 
o Is there a potential for fines, litigation, additional downtime, or other punishment for 

noncompliance due to a regulatory requirement (PUCT, NERC, or ISO)? 
o What priority ranking would you give this function as compared to other functions? 

Required Resources: 
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• People: Identify the number of employees required for this function. Also identify if a 

staggered resumption of employees is an option. 
• Equipment: Identify the type of equipment and how many would be required in orderto 

get this function back in operation. 
• Supplies: Identify any unique supplies required for this function (do not list items that 

could be easily purchased from an office supply store). This would include any paper 
forms or documents needed. 

• Information Technology: Identify software (e.g., Microsoft Office, QuickBooks, etc.), 
systems, applications, and electronic documentation needed to complete the function. 

• Interdependencies: List other business functions this function relies on to be operational. 

Identification of Staff Required to Continue Business Operations: 

In the event of a pandemic or epidemic, work absences, due to medical issues attributed to the 
widespread medical event, can lead to dramatic decreases in productivity, potentially leading to the 
shutdown of facilities. To maintain the best possible operational posture, it is imperative to communicate 
duties to the appropriate personnel, helping to ensure Ammper Power's facilities can remain operational 
to the greatest extent possible. In many cases, employees may log in remotely and perform their duties, 
fostering as much of an illness-free atmosphere possible, however, there will be the need for onsite staff 
to maintain and operate facilities, leading to the identification of mission essential staff and reporting 
structures. Ammper's senior management will identify those mission- essential individuals and will 
communicate tasks to them. As each case may differ, there will be no "One-size-fits-all" approach, and 
each response to a pandemic or epidemic will require its own set of responsible personnel and tasks. It is 
imperative that all possible measures are taken to keep Ammper Power staff from contracting or 
spreading the illness. Maintaining social distancing, where appropriate and possible, wearing proper PPE, 
and maintaining hygienic work and living spaces is crucial to combatting a widespread medical event. 
Depending on the nature of the event, the measures below may serve to facilitate the continued 
operations of Ammper Power facilities: 

• Wearing of PPE 
o Masks (N-95 or similar) 
o Social distancing 
o Proper hygiene 
o Eye, face, hand, or other protection (as applicable) 

• Remote work, where appropriate and possible 
• Encourage the use of approved medications and/or vaccine(s) 
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TABLE 1 

Ammper Power Critical Business Function 

Critical Business Function 1: Market Operations 

Business Process To Complete: Operations process, confirm access to ISO website and company information 
cloud, First of all in headquarters and as a backup in another remote location. 

Supporting Elements 

Maximum 
Lead POC Vendors and Allowed Down 

Supporting Activities (Describe) External Vital Records Time 
Contacts 

Alternate Criticality 

Operations 
Manager ERCOT, and any 

Bids and offers client main 
Operations contact 
Subdirector 

All information 
needed must be 

in company 
cloud 

Less than 5 
hours 

High 

Operations 
Manager 

Trading ERCOT 
Operations 
Subdiredor 

All information 
needed must be 

in company 
cloud 

Less than 5 
hours 

High 

Operations 
Manager ERCOT, and any 

Reporting client main 
contact. Operations 

Subdiredor 

All information 
needed must be 

in company 
cloud 

Less than 12 
hours 

High 

\mp\\catkns \1 not Conduded: interruption and/or loss of this function would interrupt market operations. 
Funhermore, it would result in a delay of the capability of communicating with ERCOT. Operatons \nterruptjon 
may cause a market default or a breach of contract with some of our customers 

Ca\endar Dependent (e.g., this function is always occurring, this function only occurs in summer months, this 
function is active during inclement winter weather , etc .). The activities listed above occur every day and some 
depend on contracted conditions by costumers. 

Required Resources: Staff, equipment, supplies, information Technology, and other resources. \T equipment 

Pac*es'. Standard office space that can accommodate up to 2 people at any time. Traditional office equipment 
and space for phones, computers, etc., with network access to Internet, radio, and other telecommunications 
services. 

Suppo~ng Panners: List private sector or public sector supporting panners. 
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\Ata\ Records: List relevant vital records and their location, if appropriate. 

PLAN ACTIVATION PROCEDURES 
Plan Activation During Normal Business Hours: 

If it is determined thatthe facility cannot be reinhabited, the ODM, OM, or designee will inform personnel 
on next steps. Employees may be instructed to go home to await further instructions or move to an 
alternate site. Further communications, such as instructions on where and when to report for work will 
be made using communication methods such as email, phone calls, texts, or other communication 
methods. 

Plan Activation Outside Normal Business Hours: 

If an event occurs outside normal business hours that renders a facility uninhabitable, the ODM, OM or 
designee will activate the PRP using email, phone calls, texts, or other communication methods. 

Actions upon Activation: 

Upon activation of the PRP, the ODM, OM or designee will be responsible for notifying all affected 
personnel of their duties and where they will be performing those duties (remotely or at a site). 

ORDERS OF SUCESSION AND DELEGATIONS OF AUTHORITY 

Overview: 

Orders of succession are prepared to provide clarity of senior leadership roles in the event that 
individuals in these roles, whether they be decision-making or management roles, are unavailable due 
to effects of a pandemic or epidemic. A delegation of authority provides successors with the 
authorization to act on behalf of critical positions within the organization for specific purposes and 
duties during emergency circumstances. 

Orders of Succession: 

These orders of succession are a formal and sequential list of senior leadership positions, written by 
position and not name, to identify who is authorized to assume the role of a position, should the 
incumbent be unavailable. The term "unavailable" meansthe incumbent of a position is notable, because 
of absence, disability, incapacity, orother causes, to exercise the normal powers and duties of an position. 
Pre-identifying orders of succession is critical to ensuring the continuation of effective leadership during 
an incidentthat disrupts operations. 

Delegations of Authority: 

Delegations of authority arethe authorization to act on behalf of critical positions within the organization 
for specific purposes and duties. In order to ensure the rapid response to any situation requiring the 
activation of a PRP employees who serve in key senior leader positions must develop and maintain pre-
delegated authorities for policy determinations and decisions, as needed. The delegations of authority 
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should include what type of authority is being delegated, such as signatory or credit card authorization 
for purchasing, and also limitations of the delegated authority. All duties of each senior leader are 
delegated to the position in the orders of succession when the incumbent cannot fulfill that authority for 
any reason, including but not limited to: 

• Absence 
• Illness 
• Leave 
• Death 

Each authority is also terminated when the incumbent returns. The importance of previously delegated 
authorities is to ensure that important functions or authority can continue should the primary position 
become unavailableto completetheir given functions. Staff who hold critical positions must maintain the 
pre-delegated authorities through effective cross-training and exercises for their successors. 

How to Complete the Delegation Table (Table 2) 

This table is customizable and has no limit to how much information should be included. Please 
copy/paste to create a table for each position that must be continually occupied. 

Position to be succeeded - This should be the title of the position that will need to be filled in the event a 
staff member becomes unavailable. 

Successors - This should be the title of the position, not an individual, that will need to fill the position 
identified in the first column. They should be listed in sequential order. 

Delegated authorities - These are the task and responsibilities held by the position delineated in the first 
column. 

Activation and termination triggers - Select from incapacitated, unavailable, or selective decision as a 
reason for activation, per each position. Termination can be identified as sample language suggests or 
alternations can be made to termination thresholds. 
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Table 2 

Position to be 
Succeeded Successors Delegated Authorities Activation and 

Termination Triggers 

Operations Subdirector 
Managing, coordinate 
and do all activities 
related to ERCOT 

Activate: tncapacitated, 
unavailable. 

Terminate: Return of 
Operations Manager 

Operations Analyst 
Coordinate and do all 
activities related to 

ERCOT 

Activate: Incapacitated, 
unavailable. 

Terminate: Return of 
Operations Manager 

Operations 
Manager 

General Manager 
Managing, coordinate 
and do all activities 
related to ERCOT 

Activate: Incapacitated, 
unavailable. 

Terminate: Return of 
Operations Manager 

Operations Director 
Managing, coordinate 
and do all activities 
related to ERCOT 

Activate: Incapacitated, 
unavailable. 

Terminate: Return of 
Operations Manager or 

Subdirector 

PLAN DEACTIVATION 
Overview: 

PRP deactivation is the process of demobilizing the alternate facility and restoring critical business 
functions to the primary facility or a new facility that will permanently replace the damaged facility. Plan 
deactivation may not consist of an exact replacement of lost facilities, equipment, or processes. The goal 
of plan deactivation is to reestablish full capability in the most efficient manner. In some continuity 
incidents, extensive coordination may be necessary to backfill staff, procure a new operating facility, and 
re-establish vital records. When it is determined the PRP activation has ended, all personnel should be 
informed that the necessity for continuity operations no Iongerexists and the return to normal operations 
will begin. 

Criteria for PRP Deactivation: 

The business owner or designee will determine, based on input from medical authorities, staff, or other 
entities when it is safe and when the organization is prepared to restore or transfer critical business 
functionsto a facility for Iongterm usage. Critical business functions must be restored in priority sequence 
based upon the classification and criticality of the function. The following elements are typically 
completed prior to plan deactivation. 
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• Purchase and acquire equipment, supplies and travel arrangements needed for the resumption 
effort. 

• Temporarily suspend non-critical functions, as necessary, to support the resumption efforts. 
• As applicable, utilize other personnel, such as contract personnel, to support the resumption 

efforts. 

Resumption Process: 

Provide information as to how each function outlined in Table 3 will be resumed and which staff members 
need to be active participants in this process. 

How To Complete The Plan Deactivation Table - The following information details how to complete 
elements of Table 3 below. When completing this table, minimize the use of acronyms and describe 
actions in plain terms so that staff members who may be unfamiliar with the function will be able to use 
the document to resume and sustain the critical business function, if necessary. 

Table 3 

Item Function Supplies Required Resources 

1 Internet, Configure connection to ISO Website and confirm 
ISO computer, phone communication with ERCOT personnel by phone in 

connection line headquarters 

2 Internet, 
Company computer, phone Configure computer to have access to company 
information line information cloud in headquarters 
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Employee Contact List: 
Annex F - AP-EOP-001-Pandemic Response Plan 

Table 4 

Employee Name Title/Responsibilities Phone Number Personal Email Address 

Vice president & General 
JuanIRomo Manager (469) 462-9895 jromo@ammper.com 

Delia Garcia Manager, Finance (469) 210-3348 dqarcja(d)ammper.com 

Gustavo Cedillo Manager, Operations (469) 905-6880 gcedillo@ammper.com 
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Vendor Contact List: 
Annex F - AP-EOP-001-Pandemic Response Plan 

Table 5 
Vendor Resource/Service Phone Number Email Address 
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Review and Approval 

Gustavo Cedillo 

Fernanda Barrios 

Andr@s Sjnchez 

Alfonso Mejia 

Juan Ignacio Romo 

ERCOT Operations Manager 

Organization Development and Communication Manager 

Integrated Management System Manager 

Chief Legal Officer; Safety and Hygiene Committee Head 

VP & General Manager 
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In the event of a hurricane, the first priority is always the health and safety of Ammper Power, LLC's 
("Ammper") personnel. Ammper's Hurricane response process is as follows: 

• Ensure all Ammper personnel and any potentially affected members of the public are not in 
danger. 

• By using the evacuation routes at the links below, Ammper personnel must evacuate at a time 
recommended by local authorities. 

• Ammper facilities should be hardened, to the extent possible, against lasting damage from a 
hurricane. Some of these hardening details are listed below: 

o Ensure all loose material or equipment is secured, as appropriate. 
o Ensure proper draining channels exist and are functional, as appropriate. 

Ammper Power facilities in Region 1, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Ammper Power facilities in Region 2, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Ammper Power facilities in Region 3, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Ammper Power facilities in Region 4, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Ammper Power facilities in Region 5, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Ammper Power facilities in Region 6, as specified by TDEM, shall use the hurricane evacuation routes 
published by the Texas Department of Transportation. 

Checklist(s) for Ammpefs facility personnel to address emergency events 

Ammper shall use the checklist in Annex C to identify which personnel shall address events that arise 
during the emergency. 

For re-entry to Ammper's facility, the route should be surveyed, to the extent possible, to gauge safety 
and accessibility. Should accessibility be obstructed, pre-identified equipment, such as chain saws, tire 
chains, or other emergency equipment must be on-hand and available to clear a path. At all times, proper 
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Personal Protective Equipment ("PPE") must be worn and communication between designated Ammper 
staffand leadership must be maintained. 
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Purpose 
The Cyber Security Plan defines and addresses the actions and procedures to follow in the event of a cyber 
security incident. 

Identification of a cyber security incident 
A cyber security incident is defined as any occurrence that imminently jeopardizes, without lawful 
authority, the integrity, operation, reliability, or availability of the information or systems that are 
essential to the daily operation of Ammper Power, LLC ("Ammper"). 

A cyber security incident can be identified by the following events: 

• Attempts to gain unauthorized access to a computer system and/or data. 
• The unauthorized use of systems for the processing or storing of data. 
• Changes to the firmware, software, or hardware of a system without the consent of the owner of 

the system. 
• Malicious disruption and/or denial of service. 
• Programs or systems not running properly. 

This list includes some cyber security incidents; however, if Ammper personnel are unsure of a possible 
event, they must contact and report the incident to the IT department. 

Cyber security incident response 
Before an incident occurs, the IT team oversees the following activities to be prepared for any 
emergency: 

• Participate in the analysis and updates to which the organization is vulnerable and requires a 
response procedure and identify critical areas related to security of information. 

• Coordinate and/or participate in assessment reviews or prevention activities related to 
information security. 

• Develop and implement testing programs or prevention activities to protect information. 
• Verify that the information, resources, or actions to address a cyber security emergency are 

developed within the organization. 
• Coordinate and lead all efforts to address any cyber security emergency. 
• Maintaining necessary resource inventory to respond to a cybersecurity emergency, as well as 

an emergency contact directory. 

Once a cyber security event occurs or is identified, immediately notify the following e-mail 
itsupport@ammper.com or to the following people of the IT department: 

1.- Nestor Flores - nflores@ammper.com - 844-536-5219 

2.- Gustavo Cedillo -gcedillo@ammper.com - 469 905 6880 

3.- Juan I Romo - iromo@ammper.com -469-462-9895 
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While particular emergency events may require a particular response, Ammper will generally respond to 
emergency events as follows: 

For any issue that does not affect the operation: 

• Report the issue to the following email: itsupport@ammper.com. 
• The IT department will analyze the incidents, including triage and prioritization. 
• If possible, an immediate solution will be implemented. Preliminary mitigating measures 

will be implemented if an immediate solution is not possible. 
• The IT department is responsible for communicating the status of the incident, according 

to Appendix 1. 

For any issues that affect the operation: 

• Report the issue through a call to any member of the IT department mentioned in this 
document. 

• The IT department provides an immediate response to execute or offers alternatives to 
resume operation 

• After any issues are resolved, they will be analyzed to define a definitive approach for 
future issues. 

• The IT department is responsible for communicating the status of the incident until it is 
closed. Communication is made according to Appendix 1. 

Communication Plan 
External communication shall be carried out by Ammper emergency personnel according to Appendix 1. 
Any communication to ERCOT, PUCT, OPUC, media and other entities must preferably be made by 
Ammper Power's phone lines: (844) 536-5219 or (469) 945-7310. Please refer to Annex 1. 

Any internal communication related to cyber security must be addressed through official channels such 
as the: corporate e-mails or cell phone numbers of the following IT department staff in the following 
order: 

1.- Nestor Flores - nflores@ammper.com - 844-536-5219 

2.- Gustavo Cedillo -gcedillo@ammper.com - 469 905 6880 

3.- Juan I Romo - iromo@ammper.com -469-462-9895 
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Review and Approval 

Nestor Flores IT Director 

Gustavo Cedillo ERCOT Operations Manager 

Juan Ignacio Romo VP & General Manager 
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APPENDIX 1 

[ EMERGENCY OR 
L EVENT U ITYPE1 r=l r=3 r=l 

INTERNAL EMPLOYEES 

-GIVE INFORMATION REGARDING 
THE EMERGENCY 

IN CASE OF EVENT -INCIDENTS SOLUTIONS AND 
FURTHER RECOMMENDATIONS 

-EMAIL 
-BUSINESS 
COMMUNICATION 
PLATFORM (TEAMS) 

INFORMATION 
SECURITY INCIDENT CLIENTS 

CONTRACTORS 
EXTERNAL NEIGHBORS 

MEDIA 
AUTHORITIES 

EVENT HAS A 
HIGH IMPACT IN 

-INCIDENTS IMPLICATIONS 
THE EXTERNALS 

MASSIVE 
-NEED OF MASSIVE COMMUNICATION 
COMMUNICATION IS NEEDED 

-CALL 
-EMAIL 
-WHATSAPP 

-CALL 

ASSISTANCEIS 
NEEDED 

-NEED OF ASSISTANCE / HELP -CALL 
-EMAIL 
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Purpose 
This document provides the Physical Security Plan for Ammper Power's, LLC's ("Ammper") facilities in 
accordance with PUCT Rule § 25.53. This plan describes procedures to identify, plan, respond, prepare, 
and improve Ammper's response to potential emergencies. This document describes the controls to 
prevent unauthorized physical access, damage, and/or interference to the organization's information, 
equipment, and facilities. 

Physical Security Procedure 
Ammper has implemented physical security controls based on the need to protect facilities and ensure 
operational continuity to reduce or mitigate the risk of unauthorized access, environmental threats, and 
to maintain people's and equipment safety. 

Physical Entry Controls. 
Ammper's facilities and its restricted areas are controlled against unauthorized access as described below: 

L -
Head Office 

Data Center 

Operation rooms 

Archive 

PPE warehouse 

Building Access Control 

Building Access Control + 
Access Control System 
Building Access Control + 
Access Control System 
Building Access Control + 
Access Control System 
Building Access Control + 
Key 

Visitors must register at the 
front desk to get access to the 
organization's offices 
Key card access control to 
authorized personnel 
Key card access control to 
authorized personnel 
Key card access control to 
authorized personnel 
Key card access control to 
authorized personnel 

escription 

Physical Security Perimeter. 
Ammper implements security perimeters to avoid unauthorized access to restricted areas that contain 
critical information, equipment, devices, and other assets inside the facilities. 

Monitoring 

> Access control system (ACS) -> Restricted areas area controlled with key card readers. Authorized 
accesses are monitored and updated monthly. 

> Closed-circuit Television (CCTV) video monitoring » Main office space (included restricted areas) 
is monitored. 

k Security patrols -> Twice at night, security patrols are performed to verify physical conditions. 

General Response Plan 

1. Any employee that detects a security breach must notify immediately to the Office Manager 
("OM") and Property Security Personnel that a physical security incident has occurred. 

2. The OM must communicate immediately the incident to personnel and local authorities, as 
applicable. 
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3. Employees must remain inside the secure areas in the event that unauthorized people enter the 

Head Office. In case of a natural disaster, people should go to the assembly point and follow the 
indications of the OM or the Emergency Response Team. 

4. Once the facilities are undercontrol and there are no potential threats, employees will be notified 
that the building is safe and clearsothat they can enterthe facilities and resumetheir duties. The 
Communication team will notify workers by corporate email and corporate chat such as Microsoft 
Teams or other authorized communication programs. 

Protecting against external and environmental threats 

Below is a list of the various types of threats intended to be addressed underthis plan: 

• Natural: 
o Earthquakes 
o Lightnings - Electrical storm 
o Fire 
o Hurricanes 
o Flood 
o Extreme winds 
o Tornados 

• Technological (failure of systems created by humans): 
o Energy shortage 
o Building Fire - inside facilities or surroundings areas -
o Any incident or accident inside facilities or on-site visits 
o Water Ieakage 
o Explosions 
o Aircraft crash 

• Social: 
o Labor strike 
o Robbery 
o Terrorism 
o Vandalism 
o Active shooter 

To mitigate, prevent, and improve responses to any emergency, personnel in facilities must follow the 
actions as described below 

Ammper Power Personnel 

• Ammper's employees must register in the access control system their entries and exits to/from 
the facilities 

• Any danger or insecure activity must be reported immediately to Office Manager (OM) or 
Manager of the Integrated Management System (MIMS) 

• Must act according to each specific emergency program 
• Participate in drills as required 
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• In case of emergency, follow the instructions of trained personnel (Emergency Response Team) 

Visitors 

• Review security instructions given before entering the facilities 
• Must register in system upon arriving at Ammper facilities 

Emergency Alerts 

To communicate the emergency, Seismic Alarm Systems (SAS) and Fire Alarm Systems (FAS) have been 
installed inside the facilities. The SAS will reproduce the seismic alarm sound and the Fire Alarm System 
will warn people through visual and audio appliances (sound strobe), reproducing repetitively three 
consecutive loud sounds and intermittent flashes from strobes. 

In case of a system failure in the SAS or FAS, the OM or trained personnel must blow a whistle: once for 
earthquake, three times for fire emergencies. Any other information will be sent by email or internal 
communication channels as soon as possible. 

Requirements 

Ammper must maintain an emergency kit inside facilities and at any designated assembly point that 
includes first aid kit, bottled water, high energy foods, and blankets. Also, fire extinguishers will be kept 
in all facilities and a generator in case of electrical emergency shortage. 

OM and MIMS must have an emergency contact address for employees, and the emergency addresses 
for fireman, policemen and clients, also an emergency map with evacuation route defined, fire 
extinguisher Iocation(s) and emergency exits. 

Communication Plan 
Any external communications, e.g., to ERCOT, the PUCT, OPUC, police, fire department, etc., must be done 
by the personnel in charge of the emergency. 

General 

1. All employees and contractors must report any observed security events or weaknesses to the 
Office Manager and/or IT Team in the case of a cybersecurity emergency. 

2. EXTERNAL communication is performed when the emergency or event has an impact or potential 
to damage Clients, Visitors, Contractors, Neighbors, etc. Communication with the Authorities 
when they are needed to address the emergency. And communication with Media when it is 
needed to inform the community/public of potential risks. 

3. INTERNAL communication is performed by email or other authorized medium to inform all 
employees regarding the emergency and instruct them on any necessary actions. 

SPECIFIC 

SUBANNEX A.1 
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Review and Approval 

Gustavo Cedillo 

Guadalupe Roa 

Andr@s Sjnchez 

Alfonso Mejia 

Juan Ignacio Romo 

ERCOT Operations 

Office Manager; Emergency Response Team Leader 

Integrated Management System Manager 

Chief Legal Officer; Safety and Hygiene Committee Head 

VP & General Manager 
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EMERGENCY OR 
IYPt AIIIA WHO WHtN WHAI HOW llHANNI:LJ 

BEFORE EMERGENCY PROCEDURES 

-VERBALINSTRUCTIONS 
-BUSINESS 
COMMUNICATION 
PLATFORM (TEAMS) 

1 1 1 
l l I 

EARTHQUAKE 

DURING 

INTERNAL EMPLOYEES I 

-Alert people (SAS or 1 whistle) i 
- Get up and walk (do not run) towards 
the safe area (internal assembly point) -SEISMICALARM 
-Place yourself parallel to the wall, put a SYSTEM 
hand on the wall to make contact, and -WHISTLE 
stand still or get on your knees until the 
movement finishes. 

it" i 

AFTER 

- Follow the instructions of the 
Emergency Response Unit and OM. 
- Never evacuate unless the OM gives i 
the specific instruction to evacuate VERBAL INSTRUCTIONS (using the stairs). 
- Should evacuation of the building is i 
needed, get to the external assembly I 
point. 
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VISITORS PRIOR TO ACCESS 
t EMERGENCY PROCEDURES 

CONTRATORS (ON-SITE) FACILITIES 
REGISTER TABLETS 
EMAIL 

EXTERNAL 
AUTHORITIES 
CIVIL PROTECTION 

AFTER AN 
EARTQUAKE NEED OF ASSITANCE / HELP CALL 

BEFORE > EMERGENCY PROCEDURES 

-VERBAL INSTRUCTIONS 
-BUSINESS 
COMMUNICATION 
PLATFORM (TEAMS) 

-Alert people (FAS or 3 whistles) 
INTERNAL EMPLOYEES - Get up and walk quickly (do not run) 

towards the safe area (internal assembly -FIRE ALARM SYSTEM DURING i point). -VERBAL INSTRUCTIONS 
FIRE - Follow OM and ERT instructions to 

evacuate, move or stay inside the 
building 

VISITORS PRIOR TO ACCESS 
i EMERGENCY PROCEDURES 

CONTRATORS (ON-SITE) FACILITIES 

-VERBAL INSTRUCTIONS 
-REGISTER TABLETS 
(MAIL) 

EXTERNAL 
iAUTHORITIES 

FIRE DEPARTMENT 
CIVIL PROTECTION 

DURING A FIRE i NEED OF ASSITANCE / HELP CALL 

STRIKES INTERNAL EMPLOYEES 
(NOTINSIDE) 

-DO NOT APPROACH TO THE BUILDING -EMAIL 
OR PROTESTERS -BUSINESS DURING 
-STAY ALERT TO COMMUNICATION COMMUNICATION 
UPDATES PLATFORM (TEAMS) 
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EMPLOYEES DURING 
(INSIDE THE FACILITIES) 

VISITORS A VISIT IS 
CONTRATORS (ON-SITE) PLANNED 

EXTERNAL -
POLICE DURING A STRIKE 

INTERNAL EMPLOYEES IN CASE OF EVENT 

EVENT HAS A 
EXTERNAL CLIENTS HIGH IMPACT IN 

I THE EXTERNALS 
ANY OTHER 

CONTRACTORS EMERGENCY 
NEIGHBORS 

MASSIVE 
: MEDIA CO MMUNI CATI ON 

IS NEEDED 

ASSISTANCE IS 
AUTHORITIES NEEDED 

8 

-STAY INSIDE THE FACILITIES 

-CANCELAPPOINTMENTS/MEETINGS 

NEED OF ASSITANCE / HELP 

-FOLLOW THE INSTRUCTIONS OF OM 
and ERTs. 
-KEEP AN EYE ON YOUR EMAIL, TEAMS 
AND CELLPHONE FOR INSTRUCTION 
UPDATES 

-RECOMMENDATIOS REGADING 
KEEPING SAFE 

-NEED OF MASSIVE COMMUNICATION 

-NEED OF ASSISTANCE/ HELP 

CALL 

EMAIL 

CALL 

-EMAIL 
-BUSINESS 
COMMUNICATION 
PLATFORM (TEAMS) 

-CALL 
-EMAIL 
-WHATSAPP 

CALL 

CALL 
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RADIO 

ANY 
EMERGENCY 

BUILDING 
SECURITY/EMERGENCY 
UNIT 

EXTERNAL i 

-RECIEVE AND FOLLOW INSTRUCTIONS 
FROM THE BUILDING MANAGEMENT 
-NEED TO EVACUATE BUILDING 
-GIVE INFOMRATION REGARDING THE 
EMERGENCY 
-GIVE STATUS OF PERSONNEL 

DURING EVENT 

SISTERS COMPANIES 
SECURITY/EMERGENCY 
U N ITS 

-RECIEVE AND FOLLOW INSTRUCTIONS 
FROM THE CORPORATIVE SECURITY 
MANAGEMENT 
-GIVE INFORMATION REGARDING THE 
EMERGENCY 
-GIVE STATUS OF PERSONNEL 

RADIO 
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Emergencies Plan 

Annex W - Extreme Weather-
Related Emergencies Plan 

Ammper Power, LLC 

Version 1.0 

Effective Date: 10/01/2022 
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Preparations for Operations During Extreme Cold Weather Conditions 

For severe cold weather, Ammper Power, LLC ("Ammper") will identify, through 
inspection, areas of its facility(ies) that may be most vulnerable to malfunction during 
extreme cold events. Ammper's staff shall ensure the following: 

• Staff will ensure heat tracing is present and functional for all appropriate exposed 
instrumentation and/or equipment, where applicable. 

• Where appropriate and necessary, temporary barriers shall be erected to shield sensitive 
or exposed equipment and instrumentation from wind and freezing precipitation, etc.. 

• If needed, temporary barriers may be constructed of plastic sheeting or other material 
that is sufficient to protect exposed equipment and instrumentation, and may contain, if 
conditions warrant, a portable heat source to keep temperatures above freezing in the 
designated area(s). 

• Other measures may be taken, as the Ammper facility staff see fit, to protect the facility 
during an extreme cold weather event. 

• Ensure business continuity measures are taken, as appropriate, to continue essential 
operations during the extreme weather event. 

Preparations for Operations During Extreme Hot Weather Conditions 

For extreme hot weather, Ammper staff shall ensure the following: 

• Proper ventilation is present and functional for any areas where extreme hot 
temperatures may negatively impact operations, as necessary. 

• In addition to this, portable fans may be mobilized to force air around potentially 
affected areas, as necessary. 

Inall cases, Ammper's staff will ensure that any operating equipment that it owns is 
properly weatherized. This includes the following: 

• Ensuring all operational tools are accessible and serviceable and can be 
remotely accessed, as applicable. 

• Ensuring all communications paths are operational. 

It is important, after any weather-related emergency, to analyze the performance of 
the staff and facility(ies), identify any operational failures that occurred (if any), and 
develop an action plan to address those issues. These issues may include the following: 

• A list of equipment that failed during the cold or hot weather event must be 
identified and addressed. Additionally, any critical failure points identified must 
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Emergencies Plan 
be tracked through the normal maintenance processes to ensure appropriate 
maintenance has taken place for the identified tool(s) or equipment. Any facility 
equipment design limits that could limit generator output must be identified and 
addressed, to the extent possible, to ensure no interruption of operations occurs 
during an extreme weather event. 

• Ammper's staff shall actively monitor all potential extreme weather events that 
may affect their facilities, to include severe weather and operational 
circumstancesarising fromthoseevents. Ammper'sstaff will continue monitoring 
weather forecasts and ERCOT operational data to aid in predicting conditionsthat 
may impact operations. 

• If the facility is located in an area where ingress and egress may be impacted by 
extreme heat or cold events, it is imperative to ensure entry and egress routes 
are hardened to the extent possible. Staff must ensure to elevate and/or secure 
equipment that may be subject to being carried away by flooding, and ensure 
structures are weatherproofed to the extent possible. 
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Ammper Power, LLC 
Emergency Operations Drill 

Instructions 

Introduction: 
It is imperative to consider as many emergency-related issues as possible when developing the tasks for the Emergency 
Operations Drill (Drill) pursuant to 16 TAC § 25.53(f). Equally as important is determining the appropriate staff to address these 
issues, timing, contracts (if necessary) and dependencies on external entities, all while maintaining clear and unambiguous 
instructions. This Drill is designed to help Ammper Power, LLC ("Ammper") addresses as many of these issues as possible, to 
ensure the continued operations of its facilities, and the performance of essential tasks during emergency conditions. 

Staffing: 
All Ammper personnel participating in the Drill will be notified prior to the Drill directly with a clear set of tasks to be completed. 
Should the tasks need to be performed in a sequential order, appropriate personnel shall be instructed on the timing and order 
of tasks. For example, if an operator is required to perform an action, it is important to identify adequate staff to complete the 
necessary tasks to ensure continuous operation of the REP, to the extent possible. 

Task Identification: 
By identifying the range of tasks that are required for continuous operation in the event of an emergency, Ammper is able to 
focus on and prioritize critical activities. 

Ammper will list all tasks to be performed in Attachment B of the Emergency Operations Plan, as well as assign the tasks to the 
appropriate personnel. It is important to note that severe conditions may warrant more resources to execute a task than normal 
operating conditions, so it is imperative that equipment like snow chains (if necessary), de-icing solution(s) for walkways and 
roads, and extra fuel, etc., are available. Action items will be assigned to personnel (listed by name), a description of the task, 
date, completion status (for tracking purposes), and any notes or comments taken during the drill. 

Sample Tasks: 
• Identification/procurement of personnel required to perform tasks. 
• Management of transportation for personnel participating in the Drill. 
• Establishment of emergency operations communications, cell phones, satellite phones, radios, etc. 
• Communication of tasks and continual updates via the communication platforms used in the Drill. 
• Procurement and placement of portable heaters and extra fuel (if needed). 
• All necessary PPE is on hand and available for staff. 
• Establish communication with ERCOT, QSE (if applicable), and regulatory staff at PUCT, to keep them informed of any 

developing issuesthat may impactoperation of the facility. Communicationsare covered in the main EOP (AP-EOP-001) 
• Ensure proper equipment is on hand and available for clearing paths to the facility, should there be downed vegetation 

or obstructions (if required). 

Review and Correction: 
If vulnerabilities or issues were identified during the Drill, appropriate Ammper staff shall conduct a review of the Drill, 
corrective actionsto be taken, and documentthose corrective actions in Attachment B. This review should include an extent 
of conditions assessment and root cause analysis to address any Iatent issues that may exist in other areas. 

AP-EOP-1A - Emergency Operations Drill Instructions 
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AFFIDAVIT 

STATE OF TEXAS § 

COUNTY OF HARRIS § 

Before me, the undersigned notary public, on this day personally appeared Juan Bautista 
Guiehard Cortina, to me known to be the person whose name is subscribed to the foregoing instrument, 
who being duly sworn according to law, deposes and says: 

" 1. My name is Juan Bautista Guichard Cori.ina. I am over the age of eighteen and am a 
resident of Mexico. I am competent to testify to atl the facts stated in this Affidavit, and I have the 
authority to make this Affidavit on behalf of Ammper Power, LLC as the highest-ranking representative, 
official, or officer with binding authority over Ammper Power, LLC. 

2 I swear or affirm that in my capacity as CEO of Ammper Power, LLC I have personal 
knowledge of the facts as stated in this Affidavit which is given in support of Ammper Power, LLC's 
Emergency Operations Plan ("EOP") submission to the Public Utility Commission of Texas ("PUCT") 
and to the Electric Reliability Council of Texas ("ERCOT") as required by 16 Tex. Admin. Code 
("TAC") § 25.53. I further swear or affirm that all of the statements and/or representations made in this 
affidavit are true, complete, and correct to the best of my knowledge. 

3. I further swear or affirm that relevant operating personnel are familiar with and have 
received training on the applicable contents and execution of the EOP, and such personnel are instructed 
to follow the applicable portions of the EOP except to the extent deviations are appropriate as a result of 
specific circumstances during the course of an emergency. 

4. I further swear or affirm that the EOP has been reviewed and approved by the appropriate 
executives. 

5. I further swear or amrm that Ammper Power, LLC intends to conduct a drill consistent 
with 16 TAC § 25.53(f) before December 1, 2022 and will provide notice to the Commission at least 30 
days before that drill is conducted. Once that drill is conducted, Ammper Power, LLC wili notify the 
Commission. 

6. I further swear or affirm that the EOP or an appropriate summary has been distributed to 
local jurisdictions as needed. 

7. I further swear or affirm that Ammper Power, LLC maintains a business continuity plan 
that addresses returning to normal operations after disruptions caused by an incident. 

8. I further swear or affirm that Amlnper Power, LLC's emergency management personnel 
who are designated to interact with local, state, and federal emergency management officials during 
emergency events have received the latest IS-100, IS-200, IS-700, and IS-800 National Incident 
Management System Training on or before October 1,2022." 

Further affiant sayeth not. 
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,.***AAUT.-GWICAARD CORTINA 

- CEO 
AMMPER POWER, LLC 

SWORN TO AND SUBSCRIBED TO BEFORE ME on the 13th day of October, 2022, 

[Affix seal here.] 

Notary Fublle 
State of Tex~ 

~ ALYSSA BORG 
f*1'JL*U Notary Public, State of Texas N 
i.4·.'AI.·1; Commission Expires 02-07·2026 % 

»,413.'N:. Notafy ID 12966889-,; ~ 
***<222277274'72 

000055 

dp'' /,-OS--' -; 


